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Legal Information
The information provided in this document contains general descriptions, technical characteristics and/or 
recommendations related to products/solutions.

This document is not intended as a substitute for a detailed study or operational and site-specific development 
or schematic plan. It is not to be used for determining suitability or reliability of the products/solutions for 
specific user applications. It is the duty of any such user to perform or have any professional expert of its 
choice (integrator, specifier or the like) perform the appropriate and comprehensive risk analysis, evaluation 
and testing of the products/solutions with respect to the relevant specific application or use thereof.

The Schneider Electric brand and any trademarks of Schneider Electric SE and its subsidiaries referred 
to in this document are the property of Schneider Electric SE or its subsidiaries. All other brands may be 
trademarks of their respective owner.

This document and its content are protected under applicable copyright laws and provided for informative use 
only. No part of this document may be reproduced or transmitted in any form or by any means (electronic, 
mechanical, photocopying, recording, or otherwise), for any purpose, without the prior written permission of 
Schneider Electric.

Schneider Electric does not grant any right or license for commercial use of the document or its content, 
except for a non-exclusive and personal license to consult it on an “as is” basis.

Schneider Electric reserves the right to make changes or updates with respect to or in the content of this 
document or the format thereof, at any time without notice.

To the extent permitted by applicable law, no responsibility or liability is assumed by Schneider 
Electric and its subsidiaries for any errors or omissions in the informational content of this document, 
as well as any non-intended use or misuse of the content thereof.
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Important Information

NOTICE
Read these instructions carefully and visually inspect the equipment to familiarize yourself with the 
controller before attempting to install it and/or put it into operation, or before servicing it. The following 
warning messages may appear anywhere in this documentation or on the equipment to warn of potential 
dangers or to call attention to information that can clarify or simplify a procedure.

The addition of this symbol to a “Danger” or “Warning” safety label indicates that an 
electrical hazard exists which will result in personal injury if the instructions are not 
followed.

This is the safety warning symbol. It is used to warn the user of the potential dangers of 
personal injury. Observe all the safety warnings that follow this symbol to avoid the risk of 
serious injury or death.

 DANGER
DANGER indicates a dangerous situation which, if not avoided, will result in death or serious injury.

 WARNING
WARNING indicates a dangerous situation which, if not avoided, could result in death or serious injury.

 CAUTION
CAUTION indicates a potentially dangerous situation which, if not avoided, could result in minor or 
moderate injury.

NOTICE
NOTICE used in reference to procedures not associated with physical injuries.

Please Note
Electrical equipment must only be installed, used and repaired by qualified technicians. Schneider Electric 
and Eliwell do not accept any liability for any consequences arising from the use of this material.
An authorized person is someone in possession of the skills and knowledge applicable to the structure, 
to the operation of the electrical equipment and to its installation, and who has received safety training in 
order to recognize and avoid the risks involved.

Safety Information
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Document Scope
The Refrigeration Expert XP version 1.1.30 introduces expanded equipment capacity, enhanced 
driver and localization management, customizable data logging intervals, and improved alarm handling. 
It includes a beta REST API for remote access, modern email authentication, and refined data 
visualization. Bug fixing and improvements. The system now runs on an updated Linux kernel, improving 
performance and compatibility.

Validity Note
The information in this document is applicable only for Refrigeration Expert XP product family.
The characteristics of the products described in this document are intended to match the characteristics that 
are available on www.eliwell.com. As part of our corporate strategy for constant improvement, we may revise 
the content over time to enhance clarity and accuracy. If you see a difference between the characteristics 
in this document and the characteristics on www.eliwell.com, consider www.eliwell.com to contain the latest 
information.

General Cybersecurity Information
In recent years, the growing number of networked machines and production plants has seen a corresponding 
increase in the potential for cyber threats, such as unauthorized access, data breaches, and operational 
disruptions. You must, therefore, consider all possible cybersecurity measures to help protect assets and systems 
against such threats.
To help keep your Schneider Electric products secure and protected, it is in your best interest to implement the 
cybersecurity best practices as described in the Cybersecurity Best Practices (English document).
Schneider Electric provides additional information and assistance:

• Subscribe to the Schneider Electric security newsletter.
• Visit the Cybersecurity Support Portal to:

• Find Security Notifications
• Report vulnerabilities and incidents

• Visit the Schneider Electric Cybersecurity and Data Protection Posture to:
• Access the “cybersecurity posture”
• Learn more about cybersecurity in the cybersecurity academy
• Explore the cybersecurity services from Schneider Electric

Related Documents
Title of documentation Reference Number
MAN Refrigeration Expert XP REX00_00xx (with xx = IT, EN, ES, DE, FR)
Cybersecurity Best Practices Refer to General Cybersecurity Information, page 1

To find the documents online, please visit the Eliwell website at: www.eliwell.com.

Information on Non-Inclusive or Insensitive Terminology
As part of a group of responsible, inclusive companies, Schneider Electric constantly updates its communications 
and products that contain non-inclusive or insensitive terminology. However, despite these efforts, our content 
may still contain terms considered inappropriate by some customers.

About the document

https://www.eliwell.com
https://www.eliwell.com
https://www.eliwell.com
https://www.se.com/us/en/download/document/7EN52-0390/
https://www.se.com/ww/en/work/support/cybersecurity/notification-contact.jsp
https://www.se.com/ww/en/work/support/cybersecurity/security-notifications.jsp
https://www.se.com/ww/en/about-us/cybersecurity-data-protection/
https://www.se.com/us/en/download/document/7EN52-0390/
https://www.eliwell.com
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Overview

First release of Refrigeration Expert XP, with implementation of new features and/or issue correction.

Product Identification
Reference Description Production Date
RXB01000E0000 Refrigeration Expert XP after 31/07/2024

Release History
Document Version Software Release Release Date Description

02 1.1.30 13/06/2025 New feautures, improvements and bugs 
fixing.

01 1.0.3 14/02/2025 Fixed a Short History potential data loss
00 1.0.1 31/07/2024 First release

System Requirements
Refer to Refrigeration Expert XP User Manual

Installation Instructions
Follow the setup procedure and refer to Refrigeration Expert XP User Manual.

CHAPTER 1   
Product Information
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New Features v02
• Increased Equipment Capacity 

The maximum number of configurable Equipment has been extended to 20, with support for up to 
200 data-logged Resources. 
Note: With more than 10 Equipment, historical and alarm data retention may be less than one year.

• Driver Management Enhancements 
In SYSTEM > Software > Drivers, users can now upload and manage both standard and custom Modbus 
controller drivers.

• Language Localization Management 
In SYSTEM > Site > Localization, it is now possible to upload and manage new or updated language translations.

• Customizable Historical Recording Intervals 
In SYSTEM > History, users can now select historical data recording intervals of 15, 20, 30 minutes, or 1 hour.

• Optimized Historical Database Circularity 
The historical database now automatically adjusts to retain the maximum possible history based on current 
configuration.

• Storage Estimation for Historical Data 
The system now provides an estimated number of days of local historical data storage based on the selected 
interval and Equipment configuration.

• Enhanced Alarm History Navigation 
In HISTORY > Alarm History, users can now select a specific date and time to browse the full locally stored 
alarm history.

• TelevisIn Alarm Output Option 
TelevisIn can now be used as an Alarm Relay output, utilizing Relay 1 for alarm signaling in Alarm Category.

• New Language Packs Available 
Additional languages are now available for download from www.eliwell.com: Croatian, Polish, Chinese, Thai.

•  None and Cram-MD5 Modern Email Authentication 
In SYSTEM > Connectivity > Email Server, None and Cram-MD5 authentication method has been added for 
improved email server compatibility.

•  Improved Data Representation 
Enhanced handling of unknown values (e.g., due to sensor failure, no-link, or missing data) in both real-time 
views and reports.

•  Virtual Alarm Synchronization
•  In EQUIPMENT > Resources, enabling/disabling a resource now also enables/disables its associated 

virtual alarms.
•  In EQUIPMENT > Alarms, enabling a virtual alarm will automatically enable the corresponding resource.

•  Improved Equipment Management 
In EQUIPMENT, the “Add Equipment” button remains active even when the maximum number of Equipment is 
reached, allowing for replacement without prior removal.

•  Complete Export Legend 
The legend page of exported data now includes all relevant references for improved clarity.

•  Alarm Notification for Suppressed/Restored Equipment 
The system now manages alarm notifications when Equipment is suppressed (offline or removed) or restored 
(online).

•  Simplified Permissions for Date and Time Settings 
In SYSTEM > Site > Date and Time:

•  Time Zone configuration requires only the “Customize system” permission.
•  NTP server enable/disable and client clock sync require only the “Fix system date and time” permission.

•  Renamed Storage Labels 
Physical storage devices are now labeled as “microSD” and “USB” for clarity.

•  Certificates Page Relocation 
The SYSTEM > Certificates configuration page has been moved under SYSTEM > Connectivity.

•  REST API (Beta) 
A REST API is provided in beta version for secure remote access to real time and historical data and alarms. 
The API is self-documented in the product at the following address: /exchange/v0/swagger/index.html.

CHAPTER 2   
Hardware/Software/Firmware Information
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Mitigated Anomalies v02
• Writing a subset of a parameter list 

Resolved an issue in EQUIPMENT > Parameters where, when importing from “default” or “file” and selecting 
specific parameters using checkboxes, the system was writing all parameters regardless of the selection.

• Parameter values not correctly displayed 
Resolved an issue in EQUIPMENT > Parameters and the Parameters frame in EQUIPMENT > Overview, 
where Boolean-type parameter values were not displayed correctly and could not be modified.

• Misaligned TelevisIn / TelevisOut parameter values 
Fixed an issue where TelevisIn/Out parameter values were displayed on incorrect lines in the Parameters 
table. The fix includes an updated Controller Driver for TelevisIn/Out.

• “Update Clock” command not working 
Fixed the malfunction of the Update Clock command.

• HACCP scheduled report data mismatch 
Resolved an issue where scheduled HACCP reports showed data inconsistent with the dashboard for the 
same time period. The fix aligns the report data with both the dashboard and manually generated reports.

• Report messages sent only to the first recipient 
Resolved an issue where email messages were delivered only to the first recipient when multiple recipients 
were specified.

• Inability to use Office 365 SMTPS email server 
Implemented Cram-MD5 , “Modern” SMTPS authentication for email servers. Office 365 paid accounts can 
now be configured for report and notification delivery. A step-by-step configuration guide is available.

• Unable to save SMTPS configuration with empty password 
Fixed an issue in SYSTEM > Connectivity > Email Server that prevented saving the configuration when the 
password field was left empty.

• Disabled alarms still displayed and processed 
Resolved an issue where alarms that were not enabled were still being displayed and processed for 
notifications.

• Missing information in Alarm Detail panel 
Fixed an issue where the Alarm Detail panel occasionally failed to display one or more of the following: Site 
name, Alarm category, or Alarm description.

• Incorrect month displayed in Alarm Detail panel 
Resolved an issue where the Alarm Detail panel displayed the month number as one less than the actual 
month.

• Universal Alarm Category not shown in reports 
Resolved an issue that prevented the Universal Alarm Category description from appearing in panels and 
reports.

• Virtual alarms not triggered after delay modification 
Fixed an issue where virtual alarms were not raised or notified if the delay was modified while the alarm 
condition was already present.

• Autodetect fails to find all controllers 
Improved the Add Equipment > Autodetect feature by increasing the detection timeout to find all connected 
controllers within the configured range.

• Missing firmware mismatch indicator 
Resolved an issue where the firmware mismatch icon (exclamation mark) was not shown on the Equipment 
card in EQUIPMENT page when the configured firmware differed from the connected equipment.

• “Set as last” sorting causes random order 
Fixed an issue in EQUIPMENT > Resources, Alarms, and Commands where using the “Set as last” option 
caused items to appear in a random order.

• Unexpected access denied or limited access 
Resolved a permission management issue that caused users to be denied access to certain pages or data 
when one or more of the following permissions were disabled: “Customize system,” “Access an equipment 
page,” “Manage equipment maintenance,” or “Manage equipment offline status.”

• “Unauthorized action” prompt on Parameters page 
Resolved a permission check issue that caused an “Unauthorized action” message when accessing 
EQUIPMENT > Parameters.
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Known Operational Anomalies v02
• Manual for Data and Alarms reports exported in Excel (.xlsx) format are generated using the system language 

instead of the current user language.
• When editing the HACCP schedule, the “none” option to disable the schedule is not available. Use the Enable 

slider instead. 
• Minimum, Maximum and Average values reported in the HACCP dashboard and reports does not refer to the 

displayed period but to the whole dataset.
• Responsive user interface may not adapt to smartphone for all pages. Use desktop mode as a workaround. 
• When editing multiple resources attributes, selecting “Set as empty” as measurement unit will cause no 

changes to the resources. As a work-around, use a space character.
• When editing HACCP report schedule, selecting “None” as frequency will cause an error impeding to save the 

configuration. Use the Enable/disable flag to suspend the report schedule instead.
• When editing a Resource color, it is not possible to select a color from the upper slider. Click once on the 

gradient pane or select one of the default colors to enable it.
• In Add Equipment panel, when Auto-discovery mode is selected, it is not possible to select the address 

“00.00”. Add the Micronet controller with manual assignment of the Model if the address is in use.

Security Updates v02
• Upgraded Operating System 

The system now runs on an updated Linux OS kernel, offering improved cybersecurity and hardware support.
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Other Important External Information
None.

Release Notes History

Release Notes Refrigeration Expert XP - v01
First Release (14.02.2025)

Release Notes Refrigeration Expert XP - v00
First Release (31.07.2024)

New Features v01
• Added driver for compatibility with Eliwell EWRC controllers with firmware MSK 831.
• Added driver for compatibility with Eliwell EWDR 985 LX controllers with firmware MSK 228.

NOTE:  communication parameters in the controller need to be configured with Even parity 
(parameters setting: Pty = E and StP = 1b)

Mitigated Anomalies v01
• The system is not displaying Short History data while Long History data is available. The fix helps 

prevent the occurrence of the anomaly.

NOTICE
DATA LOSS
Install immediately version 1.0.3 or greater to help prevent potential data loss.
Failure to follow these instructions can result in equipment damage.

Known Operational Anomalies v01
NONE

Security Updates v01
NONE

- - - - - - - - - - - - - - - - - - - - - - - - - - - - - - - - - - - - - - - - - - - - - - - - - - - - - - - - - - - - - 

New Features v00
First release.

Mitigated Anomalies v00
NONE

CHAPTER 3   
Additional Information
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Known Operational Anomalies v00
• In the Equipment / Parameter tab, when applying a parameter map from file or from default, all 

displayed parameters are written to the controller regardless of the check-box selection on each row. 
To write a subset of parameters, enter them separately or save a partial parameter map file.

• The Maintenance and Off-line activation and deactivation feature is available only for users with 
Administrator rights.

• When editing the HACCP schedule, the “none” option to disable the schedule is not available. Use the 
Enable slider instead.

• Some user interface elements are not translated from English language.
• Responsive user interface may not adapt to smartphone for all pages. Use desktop mode as a 

workaround.

Security Updates v00
NONE
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